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Data Link Layer 

Link layer Services & Framing: 

 In the OSI model, the data link layer is a 4th layer from the top and 2nd layer from the bottom. 

 The communication channel that connects the adjacent nodes is known as links, and in order to 

move the datagram from source to the destination, the datagram must be moved across an 

individual link. 

 The main responsibility of the Data Link Layer is to transfer the datagram across an individual 

link. 

 The Data link layer protocol defines the format of the packet exchanged across the nodes as 

well as the actions such as Error detection, retransmission, flow control, and random access. 

 The Data Link Layer protocols are Ethernet, token ring, FDDI and PPP. 

 An important characteristic of a Data Link Layer is that datagram can be handled by different 

link layer protocols on different links in a path. For example, the datagram is handled by 

Ethernet on the first link, PPP on the second link. 

 

 Framing & Link access: Data Link Layer protocols encapsulate each network frame within a 

Link layer frame before the transmission across the link. A frame consists of a data field in 

which network layer datagram is inserted and a number of data fields. It specifies the structure 

of the frame as well as a channel access protocol by which frame is to be transmitted over the 

link. 

 Reliable delivery: Data Link Layer provides a reliable delivery service, i.e., transmits the 

network layer datagram without any error. A reliable delivery service is accomplished with 

transmissions and acknowledgements. A data link layer mainly provides the reliable delivery 

service over the links as they have higher error rates and they can be corrected locally, link at 

which an error occurs rather than forcing to retransmit the data. 

 Flow control: A receiving node can receive the frames at a faster rate than it can process the 

frame. Without flow control, the receiver's buffer can overflow, and frames can get lost. To 

overcome this problem, the data link layer uses the flow control to prevent the sending node on 

one side of the link from overwhelming the receiving node on another side of the link. 

 Error detection: Errors can be introduced by signal attenuation and noise. Data Link Layer 

protocol provides a mechanism to detect one or more errors. This is achieved by adding error 

detection bits in the frame and then receiving node can perform an error check. 
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 Error correction: Error correction is similar to the Error detection, except that receiving node 

not only detect the errors but also determine where the errors have occurred in the frame. 

 Half-Duplex & Full-Duplex: In a Full-Duplex mode, both the nodes can transmit the data at 

the same time. In a Half-Duplex mode, only one node can transmit the data at the same time. 

 

Framing in Data Link Layer: 

Framing is a point-to-point connection between two computers or devices consists of a wire in which 

data is transmitted as a stream of bits. However, these bits must be framed into discernible blocks of 

information. Framing is a function of the data link layer. It provides a way for a sender to transmit a set 

of bits that are meaningful to the receiver. Ethernet, token ring, frame relay, and other data link layer 

technologies have their own frame structures. Frames have headers that contain information such as 

error-checking codes. 

Parts of a Frame: 

A frame has the following parts − 

 
 Frame Header − It contains the source and the destination addresses of the frame. 

 Payload field − It contains the message to be delivered. 

 Trailer − It contains the error detection and error correction bits. 

 Flag − It marks the beginning and end of the frame. 
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Types: 

 
1. Byte-oriented framing: 

Computer data is normally stored as alphanumeric characters that are encoded with a combination of 8 

bits (1 byte). This type of framing differentiates one byte from another. It is an older style of framing 

that was used in the terminal/mainframe environment 

 
2. Bit-oriented framing: 

This type of framing allows the sender to transmit a long string of bits at one time. IBM's SDLC 

(Synchronous Data Link Control) and HDLC (High-level Data Link Control) are examples of bit- 

oriented protocols. Most LANs use bit-oriented framing. There is usually a maximum frame size. For 

example, Ethernet has a maximum frame size of 1,526 bytes. The beginning and end of a frame is 

signaled with a special bit sequence (01111110 for HDLC). If no data is being transmitted, this same 

sequence is continuously transmitted so the end systems remain synchronized. 

 
3. Clock-based framing: 

In a clock-based system, a series of repetitive pulses are used to maintain a constant bit rate and keep 

the digital bits aligned in the data stream. SONET (Synchronous Optical Network) is a synchronous 

system in which all the clocks in the network are synchronized back to a master clock reference. 

SONET frames are then positioned within the clocked stream. 
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